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This document, conceming the management of the Intemet Domain Name System, is a statem
of policy. Though it is not intended or expecited. should any discrepancy occur between the
document hers and that published In the Federaf Register, the Federal Register publication
controls. The paper is being made availabls through the Intemet solely as a means to facilitate
public's access o this document.

UNITED STATES DEPARTMENT OF COMMERCE
Management of Internet Names and Addrassas

Docket Number: 980212036-8146-02
AGENCY: National Taelecommunications and Information Administration

ACTION: Statemant of Policy

SUMMARY: On July 1, 1997, as part of the Clinton Administration's Framework for Global

Eiectronic Commence,( the President directed the Secretary of Commerce to privatize the
domain name system (NS} in a manner that Increases competition and facilitates internatioha

participation in its management.

Accordingly, on July 2, 1997, the Department of Commerce Issued a Request for Comments
{RFC) on DNS administration. The RFC sulicited public input on issues relating to the overall
framework of the DNS administration, the creation of new top-level domains, policies for domai
name registrars, and trademark issues. Duting the comment pariod, more than 430 comments

ware received, amounting to some 1500 pages.2)

On January 30, 1988, the National Telecommunications and Information Administration (NTIA)
agency of the Department of Commerce, issued for comment, A Proposal to Improve the
Technical Management of intermet Names and Addresses. The proposed rulemaking, or "Gree
Paper,” was putlished in the Federat Register on February 20, 1998, praviding opponunity for
public comment. NTIA received more than 650 commants, as of March 23, 1998, when the

comment period closed.{3)

The Green Paper proposed certain actions designed ta privatize the managemeant of Internet
names and addresses in a manner that allows for the development of robust competition and
faciltates global participation in Internet management. The Graen Paper proposed for discussi
variety of issues relating to DNS management including private sector craation of a new not-for
profit corporation {the "new corporation”) managad by a globally and functionally representativ
Baard of Directors.

EFFECTIVE DATE: This general statement of policy is not subject to the delay in effective dat
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required of substantive rules under 3 L1.8.C. § 553(d). It does not contain mandatory provisions
and doas not itzalf have the force and effect of law.{] Therefora, the effective date of this polic
staternent is [insert date of publication in the Federal Register].

FOR FURTHER INFORMATION CONTACT: Karen Rase, Office of Intamational Affairs (OIA),
Rm 4701, National Telecommunications and Information Administration {NTIA), U.3. Departme

of Commerca, 14™ and Constitution Ave., NW, Washington, D.C., 20230. Telephone: (202) 48
0365. E-mail: dnspolicy@ntia.doc.gov

AUTHORITY: 15 U.S.C. § 1512; 15 U.S.C. § 1525; 47 U.S.C. § 902(b)(2XH); 47 11.8.C. § 802(
(2)(): 47 U.5.C. § S02(b)2)M); 47 U.S.C. § 904{cK1).

SUPPLEMENTARY INFORMATION:

Background:

Dormain names are the familiar and easy-io-remember names for Internet computers {e.g.,
"www.acommerce.gov™). They mep to unigue Internet Protocol {IF) numbers {e.g., 98.37.241.3
that serve as routing addresses on the Intetnet. The domatn name system (DNE) transfates
Intarmet names into the 1P numbers needed for transmission of Information across the nelwork.

L. 8. Rofe in DNS Developmeni:

More than 25 years ago, tha U.S. Govemment began funding research necessary to develop
packet-switching tachnology and communications networks, starting with the "ARPANET" netw
establishad by the Department of Defense’s Advanced Resaarch Projects Agency (DARPAY}In
19605, ARPANET was later linked to othar networks established by other govemment agencie
universities and research facilities. During the 19708, DARPA also funded the development of
mmetwaork of networks:™ this became known as the Intemet, and the protocols that allowed the
networks to intercommunicate became known as Internet protecols (IP).

As part of the ARPANET development work contracted to the University of Califomnia at Los
Angeles {UCLA), Dr. Jon Paostel, than a graduate student at the university, undertock the
maintenance of a list of host names and addresses and also a llst of documents prepared by
ARPANET researchers, called Requests for Comments {RFCs). The lists and the RFCs were
mada available to the network commmunity through the auspices of SRI Internationat, under
contract to DARPA and |ater the Defanse Communication Agency (DCA) (now the Defense
Inforration Systams Agency (DISA)) for parforming the functions of the Network Information

Center (the NIC).
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Adfter Dr. Postsl moved from UCLA to the Information Sciences Instituie (151) at the University o
Southem California (LUSC), he continued to maintain the list of assigned Internat numbers and
names under contracts with DARPA. SR! International continuaed to publish the lists. As the list
grew, DARPA permitied Dr. Postel to delegate addiional administrative aspects of the list
maintananca to SRI, under continuing technical oversight. Dr. Postel, under the DARPA contra
also published a list of technical parameters that had been assigned for use by protocol
developers. Evantually these functions collectively becarna known as the Intemat Assigned

Numbers Authority (|ANA].

Until the early 1980s, the Intemet was managed by DARPA, and used primarily for research
purposes. Nonstheless, the task of maintaining the nama list became cnarous, and the Dormai
Name System (DNS) was developed to improve the process. Dr. Postel and SR participated i
DARPA's development and establishrnant of the techinclogy and practices used by the DNS. B
1980, ARPANET was completaly phased out.

The National Scisnce Foundation (NSF) has statutory authority for supporting and strengthenin
basic scientific research, anginsaring, and educational activities In the United States, inciuding
maintenance of computar networks to connect research and educational inatitutions. Beginning
1987, IBM, MC| and Merit developed NSFNET, a national high-speaead network based on (ntem
protocols, under an award from NSF. NSFNET, the largest of the govemmental networks,
provided a "backbone” fo connect other networks serving more than 4,000 research and
educational institutions throughout the country. The National Aeronautics and Space
Administration {NASA) and the U.S. Dapartment of Energy alzo contributed backbone facilities

In 1991-82, NSF assumexd responsibility for ¢eordinating and funding the management of the n
military portion of the Interet infrastructure. NSF sclicited competitive proposals to provide a
variety of infrastructure services, inciuding domain name regisiration services. On December 3
1982, NSF enterad into a cooperative agreement with Network Solutions. Inc. {NS!) for some o
thesa services, including the domain name registration services. Since that fime, NSI has
managed key registration, cocrdination, and maintenance functions of the Internet domain narn
systam. NS registers domain names In the generic top level domains (gTLDs) on a first comae,
firat served basis and also maintaing a directory linking domain names with the |P numbets of
domain name servers. NSI also currently maintains the authoritative database of Intemet

registrations.

In 1992, the U.S. Congress gave NSF statutory authority to allow commercial activity on the
NSFNET. ) This facilitated connections batwean NSFNET and newly forming commercial
network sarvice providers, paving the way for today’s Internet. Thus, the U.S. Government has
played & pivotat role in creating the Internet as we know it today. The U.S. Govemment
consistertly encouraged bottorn-up development of networking technologies, and throughout t
course of its davelopment, computer scientists from around the workd have enriched the Intern
and facilitated axploitation of its true potential, For example, scigntists at CERN, in Switzerland
developed software, pratocols and conventions that formed the basis of today's vibrant World
Wide Wab. This type of pioneering Intemet research and development continues in cooparativ
organizations and consortia throughout the world.
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DN3 Management Today:

In recent years, commercial use of the Intemat has expanded rapidly. Az a legacy, however,
major components of the domaln name system are still performad by, or subject to, agresment
with agencies of the 1.8, Govemmant.

1) Agsignment of numerical addresses to Intemet users.

Evesy Intemat computer has a unique IP number. LANA, headed by Dr. Jon Posial,
coordinates this syslem by allocating blocks of numerical addraseas to regional IF registr
{ARIN in North America, RIPE in Europe, and APNIC in the Asla/Pacific region), under
contract with DARPA. In tum, larger Intemat service providers apply to the regional IP
registrias for blocks of IP addresses. The reciplents of thoss addrass blocks then reassig
addresses to smaller Intemet service providers and to end users.

2} Management of the system of registering names for Internet users.

The domain name space is constructed as a hierarchy. It s divided into top-level domain
(TLDs), with @ach TLD then divided into second-level domains (SLDs), and 2o on. More
than 200 nationa), ar country-cods, TLDs (ccTLDs) are administered by their cormespondi
govemments or by private entities with the appropriate national govemment's acquiescen
A small set of gTLDs do not camry any national identifier, but denate the intended function
that portion of the domaln space. For example, .com was established for commerclal use
.org for not-for-profit organizations, and .net for network service providers. The registratio
and propagation of these key gTLD# are performed by NSI, under a five-year cooperative
agreement with NSF. This agreament expires on September 30, 1998.

3) Oparation of the root server system.

The roct sarver system is a set of thirteen file servers, which together contain authoritativ
databases listing all TLDs. Currently, NSt operates the "A" root server, which maintains 1
authoritative root database and replicates changes to the other root servers on a dafly ba
Different organizations, including NS|, operate the other 12 root servers.& The U.S.
Govemment plays a role in the operation of about half of the Internet's root servers.
Universal name consistancy on the Intemet cannot be guaranteed without a set of
authoritative and consistent roots. Without such consistency messages could not ba sout
with any certainty te the intended addresses.
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4) Protocol Assignmant.

The Internet protocol suite, as defined by the Intemet Enginearing Task Force (IETF),
contains many technlcal paramsters, including profocol numbaers, port numbers,
autonomous systern numbers, management information base objact identifiers and other
The commen use of these protocols by the Internet community requires that the particula
values used in thesa fiskds be assigned uniqusly. Currently, lANA, under contract with
DARPA, makes these assignments and maintalns a registry of tha azsigned values.

The Naed for Change:

From its orgings as a U.S.-basad rasearch vehicle, the Intsmet is rapidly becoming an
imermnational medium for cormmearce, education and communication. The traditional maans of
organizing its technical functions need to evolve as well. The pressures for change are coming
from many diffarant quartera:

» There Is widespraad dissatisfaction about the absence of competition in domaln name
registration.

« Conflicts betwaen trademark holders and domain name holders are becoming more
common. Mechanisms for resclving these conflicts are axpensive and cumbersoma.

» Many commercial interests, staking thelr future on the successful growth of the Intamet,
calling for a more formal and robust management structure.

« An incraasing percentage of Intemet users reside cutside of the U.S., and those
stakeholders want to parficipate in Internet coordination.

« As Internat names increasingly have commercial value, the decigion to add new topdevel
domains cannot be made on an ad floc basia by entities or individuals that are not formall
accountable to the Intemet community.

« As the Inlemet becomes commercial, it becomes bess appropriate for L.5. research
agencies to direct and fund these functicns.

The Internet technical community has been actively debating DNS managernent policy for sev
years. Experimental registry systems offefing name registration services in an altemative zet o
exclusive domains developad as early as January 1996. Although visibie to only a fraction of
Internet users, altarnative systems such as the name.space, AlterNIC, and eDNS sffiliated

registries(} cantributed to the community's dialogue on the evolution of DNS administration.
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tn May of 1996, Dr. Postsl propoged the creation of multiple, exclusiva, competing top-level
domain name registries. This proposal called for the introduction: of up to 50 new competing
domain name registries, sach with the exclusive right to register names in up to three new 1op-
level domains, for a total of 150 new TLDs. While some supporied the proposal, the plan drew
much criticism from the Irternet tachnical community.2! The paper was revised and reissued.!
The Interet Society's {(ISOC) board of trustees endorsed, in principle, the slightly revised but
substantively similar version of the draft in June of 1986.

After considerable debate and redrafting failed to produge a consansus on DNS change, IANA

and the Intarmet Society (ISOC) organized the Intemational Ad Hoc Committeel!? (IAHC or th
Ad Hoc Committee) in September 1996, to resoive DNS management issues. The World
intellectual Property Organization (WIPQ) and the International Telecommunications Union {IT
participated in the IAHC. The Fedaral Networking Council (FNC) participated in the sarly
deliberations of the Ad Hoc Committee.

The IAHC issued a draft plan In December 1996 that infroduced unique and thoughtful concept

for the evolution of DNS administration.{1)) The final report proposed a memorandum of
understanding (Mol) that would have established, initially, seven new gTLDs to be operated o
nonexclusive basis by a consortium of new private domain name reglstrars called the Council

Registrars (CORE).(2} Policy oversight would have been undertaken in a separate councll cal
tha Policy Oversight Committee (POC) with saats allocated to specified stakeholder groups,
Further, the ptan formally introduced mechanisms for resolving trademark/domain name disput
Under the Mol, registrants for second-level domains woukd have been required to submit to
medlation and arbitration, facilitated by WIPO, in the event of conflict with trademark holders.

Although the |IAHC proposal gained support In many quarters of the Intemet community, the 1A
process was criticized for its aggressive tachnology development and Implementation schedula
for belng dominated by the Intemet engineering comminity, and for lacking participation by an
input fram business interests and others in the Intemet community.13} Others criticized the pl
for failing to solve the compatitive problems that ware such a source of dissatisfaction among
Internet ugars and for imposing unnecassary burdens on trademark holders. Although the POC
responded by revising the original plan, demcnztrating a commendable degrae of fiexibifity, the
proposal was not able 1o overcome initial criticlsm of both the plan and the process by which th
plan was developed.(1%) important sagments of the Intemet community remained outside the

IAHC process, criticizing It as insufficiantly reprezentative.t13

Ag a result of the pressurs to change DNS management, and in order to facilitate lts withdrawa
from DNS management, the L1.S. Govarnment, through the Department of Commerce and NTI
sought public comment on the direction of U.S. policy with respect to DNS, issuing the Green
Paper on January 30, 1098.'€) The approach outiined in the Green Paper adopted elements o
other proposals, such as the early Postal drafts and the IAHC gTLD- MoU.
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Comments and Response: The following are summaries of and responses to the major
comments that were received in response to NTIA'S iasuance of A Proposal to Improve the
Technical Management of Internet Names and Addresses. As used herein, quantitative terms
such as "some,"” "many,” and "the majority of," reflect, noughly speaking, the proportion of
comments addrassing a particular issue but are not intended to summarize all comments recai
or the complete substance of all such commants.

1, Principles for a New Systam. The Green Paper set aut four principles 1o guide the svolutio
of the domain nams system: stabllity, competition, private bottom-up coordination, and
reprasentation.

Comments: In general, commeniers supported these principles, in some cases highlighting th
importance of one ar mora of the principles. For example, a number of commenisrs emphasize
the importance of sstablishing a body that fully reflects the broad diversity of the Intemst
community. Others stressed the need to preserve the bottom-up tradition of Internet governanc
A limited nurnber of commentsrs proposed additional principles for the new system, including
principles refated to the protection of human rights, free spesch, open communication, and the
preservation of the Intemet as a public trust. Finally, some commentsrs who agreed that Intern
stability is an important principle, nonetheless objecied io the U.S. Govemment's assertion of a

participatory role in ensuring such stabiity.

Raspense: The U.S. Government policy applies only to management of Intemet names and
addressaes and does not set out a system of Intemet "govemance.” Existing human rights and f
spaach protections will not be disturbed and, therefora, nead not be specifically included m the
core principles for DNS managament. In addition, this policy is not intended {o displace other le
regimes {intemational law, campefition law, tax law and principles of intemational taxation,
intellectual property law, etc.} that may already apply. The continued applicability of these
gystems as well as the principie of representation should ensure that DNS management proce
in the interest of the Intemet community as a whols. Finally, the U.S. Govemment believes that
would be imesponsible to withdraw from its existing management mole without taking steps to
engure the stability of the Internet during its transition to private sector management. On balan
the commants did not present any consensus for amending the principles cutlined in the Green

Paper.

2. The Coordinated Functlons. Tha Graen Paper identified four DNS functions to be perform
on & coordinated, centralized basis in order to ensura that the Intemet runs smoathly:

1, To set policy for and direct the allocation of IP number blocks;
2. To aversee the operation of the Intarnat root server system;

3. To aversee policy for determining the circumstances under which new top level domal
would be added to the roat system; and
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4, To coardinate the development of othar technical protacol parameters as needed to
maintain universal connectivity on the Intemet

Commants: Most commenters agraad that these functions should be coordinated centrally,

although a few argued that a system of authoritative roots is not technically necessary to ensur
DNS stability. A number of commenters, however, noted that the fourth function, as defineated
the Green Paper, overstated the functions currsnify parformed by IANA, attributing to it centraf
management over an expanded set of functions, some of which are now caried out by the IET

Responsa: in order to presarve universal connectivity and the smooth operation of the Interna
the U_5. Govemmant continues to believe, along with mast commantars, that these four functio
should be coordinated. In the absence of an authoritative reot system, the potential for name
collisions among compating sources for the same domain name coukd undermine the amooth

functioning and stability of the Intemet.

The Green Paper was not, howsever, intended to expand the responsibilities associated with
Intarnet protacols beyond those currently performed by IANA, Specifically, management of DN
by the new corporation does not encompass the development of Internet technical parameters
other purposes by ather organizations such as IETF. The fourth function should be restated

accordingly:

to coordinate the essignment of other Intarnet technical parameters as needed to maint
universal connectivity on the Intemat.

3. Separation of Name and Number Authority.

Commaents: A numbar of commenters suggested that management of the domain name syste
should be separated from managemant of the IP number system. These commentars express
the view that the numbering system is relatively tachnical and straightforward. They feared that
tight linkage of domain name and IP number policy development wautd embroil the IP number
system in the kind of controversy that has sumrounded domain nama issuance in recant months
These commenters also expressed concem that the development of alternative name and
number systamsa could be inhibited by this controversy or dalayed by those with vested interest

in the existing system.

Response: The concems exprassed by the commenters are leglimate, but domain names an
numbers must ultimately be coordinated to preserve universal connecfivity or the intemet. Als
there are significant costs associated with establishing and operating two saparata manageme

antibies,
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However, there are organlzational structures that could minimize the risks idantified by
commenters. For example, separate name and number councils could be formed within a singl
organization. Palicy could be determined within the appropriate council that would submt its
racommendations to the new corporation's Board of Directors for ratification.

4. Creation of the Naw Corporation and Management of the DNS. The Gresn Paper called
the creation of a new private, not-for-profit comporationt1?} responsible for coordinating specific
DNS functions for the benefit of the Internet as a whole. Under the Green Paper praposal, the
L.S. Govemment(*8] wouid gradually transfer these functions to the new comporation baginning
s00n a8 possible, with the goal of having the new corporation carmy out operational esponsibili
by October 1998, Under the Green Paper proposal, the LU.S. Government would continue to
participate in policy oversight until such time as the new corparation was established and stabl
phasing out as sooh as possible, but in no event later than Septembasr 30, 2000. The Grean
Papsr suggested that the new corporation be incorporatad in the United States in order to
promote stabillty and facilitate the continuad relfiance on technical expertise residing in e Unit
Statas, Including IANA staff at USCASI.

Commants: Alimost all commenters supported the creation of a new, private not-for-profit
corporation to manage DNS. Many suggastad that IANA should evoive into the new corporatio
A small number of commenters asgarted that the U.S. Govemment shoukd continue to manage
Intermet names and addresses. Another small number of commenters suggested that DNS sho
be managed by international govemmantal institutions such as the United Nations or the
Iintemnational Telecommunications Union. Many commsenters urged the U.S. Govemment to
commit to a more aggressive timeline for the new comoration's assumption of management
responsibility. Soma commenters also suggested that the proposal to headquarter the new
corparation In the United States represented an inappropriate attempt o Impose LS. law on th
Internet as a whola.

Response: The L.S. Govemnment is comimitted to a transltlon that wilt allow the private sector
take laadership for DNS managament. Most commenters shared this goal. While international
prganizations may provide speclfic expertisa or act as advisors to the new comporation, the U.S
continues to believe, as do most commenters, that neither national governments acting as
soversigns nor intergovernmental organizations acting as represantatives of governments sho
participate in management of intemet names and addresses. Of courss, national governments
now have, and will continue to have, authority 1o manage or establish policy for their own ccTL

The U.S. Government would prefer that this transition be compiete before the year 2000, To th
axtent that the new corporation is established and operationally stable, September 30, 2000 is
intended to be, and remains, an "outsida™ date.

JANA has functionad as a government contractor, albelt with considerable latitude, for some Hi
now. Moreover, IANA is not formally organized or constituted. It describes & funciion maore than
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entity, and as such does not currently provide a legal foundation for the new corporation. This i
not to gay, however, that IANA could not be reconstituted by a broad-based, representative gro
of Intemet stakeholders or that individuals associated with IANA should not themselves play
important foundation roles in the formation of the new corporation. We believe, and many
commentars also suggested, that the private sector organizers wlll want Dr. Postel and other
IANA staff to be involved in the creation of the new corporation.

Because of tha significant U.S_-based DNS expertise and in order to preserve stability, it make
sense to headquarter the new corporation in the United States. Further, the mese fact that the
new corporation would be incorporated in the United Statas woukd nat remove it from the
jurisdiction of ather nations. Finalty, we note that the new corporation must bs headquartered
somewhers, and similar objections would inevitably ariss if it ware incorporated in ancther

location.

5. Structure of the New Corporation. The Graen Paper proposed & 15-member Board,
consigting of three representatives of regional number registries, two members designated by t
Internet Architecture Board (IAB), two members represanting demain name registries and dom
name reglstrars, savan members representing Intamet users, and the Chief Executive Officer

the new corporation.

Commants: Commenters exprassed a variety of positions on the composition of the Board of
Directors for the new corporation. In general, however, most commenters supported the
astablishment of a Board of Directors that would be representative of the functional and
gecgraphic: diversity of the internet. For the mest part, commenters agreed that the groups ilste
in the Green Paper included individuals and entities likely to be materially affected by changes
DNS. Most of those who criticized the proposed allocation of Board seats called for increased
rapresentation of their particular interest group on the Board of Directors. Specifically, a numba
commentars suggested that the allocation sat forth in the Green Paper did not adequately refle
the special Interasts of (1) trademark holders, (2) Internet service providers, or (2] the not-for-
profit community. Others commented that the Green Paper did not adaquatsly ensure that the

Board would be globaly representative.

Responsa: The Gresn Paper attempted to describe a manageably sized Board of Directors th
reflected the diversity of the Intemet. It is probably impossible fo allocate Board saats in a way
that satighies all parties concemed. On balance, wa balieve the concerns raised about the
entation of specific groups are bast addressed by a thoughtful aliocation of the "user” se
as determined by the organizers of the new corporation and its Board of Directors, as discusse

below,

The Green Paper identified several intematicnal membership agsociations and organizations t
desighate Baard members such as APNIC, ARIN, RIPE, and the Intemnet Architecture Board.
continue 1o believe that as use of the Internet expands outsida the Linited States, it is increasin
likely that a properly open and transparent DNS management sntity wilt have board members
from araund the world. Although we do not set any mandatory minimums for global
reprasentation, this policy statement is designed to identify global representativeness as an

impartant prionity.
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8. Registrars and Registries. The Green Papet proposed moving the system for registering
second kevael domaing and the management of ganeric top-level domains into a competitive
environment by creating two market-driven busineases, registration of second level domain

names and the management of gTLD registries.

a. Competitiva Reglstrars. Commenta: Commenters strongly supported establishment of a
competitive registrar systarn wheraby registrars would obtain domain names for customers in a
gTLD. Few disagread with this position. The Green Paper proposed a set of requirerments to b
impased by the new corporation on all would-be registrars. Commentars for the most part did n
take exception to the proposed criteria, but a numbsar of commenters suggested that it was
inappropriate for the United States government to establish them.

Responge: In rasponse to the comments recaived, the U.S. Government believes that the new
corporation, rather than the U.S. Government, ehould establish minirmum criteria for registrars t
are pro-competitive and provide soms measure of stability for Internat users without being so
oherous as to prevent entry by woulkd-be domain name registrars from arcund the world,

Accordingly, the proposed criteria are not part of this policy strternant.

b. Competitive Registries. Comments: Many commenters voiced sirong opposition to the id
of competitive and/or for-profit domain name registries, citing one of several concems. Some
suggested that top level domain names are not, by nature, ever truly generic. As such, they wil
tend to function as "natural monopolies" and shouid be regulated as a publlc trust and operate
for the benafit of the Internet community az a whole. Others suggested that even if compatition
initially exists among various domain name reglstries, lack of portadility in the naming systems
would craate Jock-in and switching costs, making competition unsustainable in tha long run.
Finalty, other commenters auggested that no new registry coukd compete meaningfully with NS
unless all domain name registries were not-for-profit and/or noncompeting.

Some commenters asserted that an experiment Involving the creation of additional for-profit
registrias woulkd be too risky, and irreversible once undertaken, A relatad concern raiged by
commenters addregsed the rights that for-profit operators might assert with respect to the
information contained In registrias they operate. These commentars argued that registries woul
have Inadequate incantives to abida by DNS policies and procedures unless the new corporati
could terminate a particular entity's license to operate a registry. For-profit operators, under thi
ling of reasoning, would be more likely to disrupt the Intarnet by resisting licenss terminations.

Commenters who suppotted compatitive registries conceded that, in the absence of domain na
portability, domain nama registries eotdd impose switching ¢osts on usars who change domain
name registies. They cautionsd, however, that it would be premature to conclude that switchin
costs provide a sufficient basis for precluding the proposed move to competitive damain name
ragistries and cited a number of factors that could protect against registry opportunism. These
commanters concluded that the potential benefits to customers from enhanced competition
outweighed the risk of such opportunism. The responses to the Green Faper also included pub

comments on the proposed criteria for registries.
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Response: Both sides of this argument have consideratle merit, it s pessible that addtional
discussion and information will shed light on this issue, and therefore, as discussed below, the
.8, Government has concluded that the issue should ba left for further consideration and final
action by the new corporalion. The U.8. Govemment is of the view, however, that competitive
systams generally result in greater innovation, consumer choice, and satisfaction in the kong ru
Moreover, the pressure of compstition is likefy to be the most effactive means of discouraging
registries from acting monopolistically. Furthar, in response ta the camments recaived, the U.3
government balisves that new corporation should establish and implement appropriate criteria
gTLD registias. Accordingly, the proposed criteria are not part of this policy staterment.

7. The Creation of New gTLDs. The Green Paper suggested that during the period of transitio
to the new corporation, tha LS. Government, in cooperation with IANA, would undertake a
process (o add up to five new gTLDs to the authoritative root. Noting that formation of the new
corporation waould involve some delay, the Green Paper contemplated new gTLDs in the short
tenm to enhance competition and provide information to the technical community and to policy
makers, while offering entities that wished to anter inta tha registry business an opportunity to
begin offering sesvice to customers. The Green Paper, however, notad that ideally the addition
naw TLDs would be left to the new corporation.

Comments; The comments evidencad very strong support for limiting government involvemen
during the transition period on the matter of adding new gTLDs. Specifically, most commenters
bath U.S. and non-U.5.— suggasted that it woulkd be more appropriate for the new, globally
representative, corporation to decide these Issues once it is up and running. Few believad that
gpaed should outweigh process considerations in this matter. Others wamed, however, that
redegating this contenticus decision to a new and untested entity early in its development could
fracture the organization, Others argued that the market for a large or unlimited number of new
4TLDs should ba opened immediately. They asserted that there ara no technical impediments
the addition of a host of gTLDs, and the market will decide which TLDs succeed and which do
Further, they pointed out that there are no artificial or arbitrary limits in other media on the num
of places in which trademark holders must defend against dilution.

Response: Tha challenge of daciding policy for the addition of new domains will be formidable
We agree with the many commenters wha said that the new corporation would be the most

appropriate body to make these decisions based on global input. Accordingly, as supported by
preponderance of comments, the L.S. Government will not implement new gTLDs at this time.

Al least in tha short run, a prudent concern for the stability of the system suggests that expansi
of gTLDs proceed at a deliberats and controlied pace to allow for evaluation of the impact of th
new gTLDs and well-reasoned evolution of the domain space. New fop level domains could be
created to enhance competition and to enable the new corporation to evaluate the functioning,
the new environment, of the root server systam and the software systems that enable shared

registration.

8. The Trademark Dilemma. When & trademark is used as a domain name without the tradem
awner's consent, consumers may be misled about the source of the product or service offerad

the internat, and trademark owners may not be able fo protect their rights without very expensi
liigation. For cyberspace to function as an effective commercial market, businesses must have
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confidence that their trademarks can bs protectad. On the other hand, managemant of the
fmtemet merst respond to the needs of the Intermet community as a whole, and not trademark
owners exclusively. The Graen Paper proposed a number of steps fo balance the needs of
domain name hokders with the legltimate concerns of trademark owners in the interest of the
Internet community as a whole. The proposals were designed to provids trademark holders wit
the same rights they have in the physical world, to ensure transparency, and {0 guarantee a
dispute resolution machanism with resort to a court system.

The Green Paper aleo noted that trademark holders have expressed concern that domain nam
registrants in faraway places may be abie to infrings their rights with no convenient jurisdiction
available in which tha trademark owner could enforce a judgment protecting thosa rights. The
Green Paper solicited commants on an arrangemeant whereby, at the time of reglstration,
registrants would agree to submit a contested domaln name to the jurisdiction of the courts wh
the registry is domiciled, wherae the regisiry database is maintained, or where the "A” root serv
maintained.

Commaents: Commenters largely agreed that domain name regisiries shoukd maintain up-to-d
readily searchabla domain name databases that contain the information necessary to locate a
domain name holder. In general commenters did not take specific issua with the databasa
spacifications proposed in Appendix 2 of the Green Paper, although some commentars propas
addlional requirernents. A few commenters nated, howaver, that privacy Issuee should be
consgidared In this context.

A number of commenters objected to NSI's current businass practice of allowing registrants to
domain nameas before they have actually pald any registration faes. These commenters pointe
out that this practica has encouraged cybersquatters and increased tha number of corfiicts
between domain name holders and trademark holders. Thay suggesied that domain name
applicants shouid be required to pay before a degired domaln name becomes available for use

Most commenters alsc favored creation of an on-line dispute resolution mechanism to pravide
Inexpensive and efficient altsmatives to litigation for resodving disputes between trademark
ownars and domain name registrants, The Green Paper contemplated that sach registry would
establish spacified minimum disputa resolution procedures, but remain free o astablish additio
trademark profection and dispute resolution mechanisms. Most commenters did not agree with
this approach, favoring instead a uniform approach to reselving trademark/domain name dispu

Some commenters noted that temporary suspension of a domain name In the event of an
objection by a trademark holder within a specified period of time after registration woulkd
significantly exiend trademark holders’ rights beyond what is accordied in the real world, Thay
argued that such a provislon would create a de facto waiting pariod far name use, as holders
would nesed to suspend the use of their name until after the chjsction window had passed to
forestall an intarruption In service. Further, they argue that such a system could be used anti-
competitively to stall a competitor's entry inte the marketplace.
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The suggestion that domain name registrants be required to agree at the time of registration to
submit disputed domain narmes to the jurisdiction of specified courts was supported by U.S.
trademark holders but drew strong protast from trademark holders and domain namna registrant
outside the United States. A number of commanters characterized this as an inappropriate
atternpt to establish U.S. rademark law as tha law of the Intemst. Others suggested that existi
jurisdictional arangements are satisfactory. They argue that establishing a mechanism wharab
the judgment of a court can ba enfarced absent personal jurisdiction over the infringer would
upset the balance between the interests of trademaik holders and those of other members of t

Internet cornmunity.

Response: The U.S. Government will seek intermational support to call upon the World
Intellectual Property Organization (WIPC) to initiate a balanced and transpaent proceas, whic
Includes the participation of trademark holders and membars of the Internet community who ar
not trademark halders, to {1) devslop recommendations for a uniform approach to resolving
trademark/domain name disputes involving cyberpiracy (as opposed to conflicts between
rrademark holdars with legitimate competing rights}, {2) recommeand a procass for protecting
famous tradamarks in the generic top lavel domains, and (3) evaluate the effects, based on
studias conducted by independent arganizations, such as the National Ressarch Council of the
National Acadamy of Sciences, of adding new gTLDs and related dispute resoiution procedure
on trademark and intellectual property holders. Thase findings and recommendations could be
submitted to the board of the new corporation for its consideration in conjunction with its
development of registry and registrar pollcy and the ereation and introduction of new gTLDs.

In frademark/dormnaln name conflicts, there ars issues of jurisdiction ovar the domain name in
controversy and jurisdiction over the legal persons (the trademark holder and the domain nam
holder). This document doas not attempt to resolve questions of personal jurisdiction in
trademarik/domain nams corflicts. The legal issuses are numerous, involving cortract, conflict o
laws, trademnark, and other quastions. In addition, determining how these various legal principl
will be appliad to the borderess Intemet with an unlimited possiblfity of factual scenarios will
require a great deal of thought and deliberation. Qbtaining agreemant by the partles that
jurisdiction over the domain name will be exercised by an altemative disputs resclution bady is
likaly to be at least somewhat less controversial than agreement that the parties will subject
themsalves to the personal jurisdiction of a particular national court. Thus, the raferences to
jurisdiction In this policy statement are limited to jurisdiction over the domain name in dispute,

not to the domain name holder.

In order o strike a balance between those commenters who thought that regisirars and registri
should not themsslves be engaged in disputes betwean trademark ownars and domain name
nolders and thosa commenters who thought that trademark owners should have access (o a
reliable and up-to-date database, we believe that a database shoukd be maintained that pesmit
trademark owners 1o obtain the contact information necassary to protact their trademarks.

Eurther, it should be clear that whatever dispute resolution mechanism is put in place by the ne
corporation, that mechanism should be directed toward disputes about cybersquatting and
eyberpiracy and not to setiing the disputes betwsean two parties with legitimate competing
interasts in a particular mark. Whers legitimate competing rights are concarmed, disputas are
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rightly settled in an appropriste court.

Under the revised plan, we recommend that domairn name holders agree to submit infringing
domain names to the jurisdiction of a court where the “A" root server is maintained, where the
registry is domiciled, whera the registry database is maintained, or where the registrar is
domiciled. We beliave that allowing trademark infringement suits to be brought wherever
registrars and ragistries are located will help ensurg that all trademark holders - both U.S. and
non=U.5. - have tha opportunity to twing suits in a convenient jurisdiction and enforcs the
judgments of those courts.

Under the revisad plan, we also recommend that, whatever options are chosen by the naw
corporation, sach registrar should insist that payment be made for the domain name before it
becomes availabls to the applicant The failure to make a domain name applicant pay for its us
of a domain name has encouraged cyberpirates and is a practice that should end as scon as

possibie.
9. Compatition Concamna.

Comments: Saveral commentars suggasted that the U.S. Govemmant should provide full
antitrust immunity or Indemnification for the new corperation. Others noted that potential anditru
liability would provide an important safeguard against institutional inflexibility and abuses of
power.

Responsa; Applicable antitrust law will provide accountability to and protaction for the
intarnational Intermet community. Legal challengss and lawsuits can be axpactaed within the
normal course of businass for any anterprise and the new corporation should anticipate this

raallty.

The Green Paper envisionad the new corporation as operating on princlples simllar to those of
standard-setting body. Under this modal, due process requirements and other appropriate
processes that ensure transparancy, equity and fair play in the development of policies or
practices would need to be included in the new cerporation’s onginating documents, For exam
the new corpomtion's activities would nead to be open to all persons who are directly affected
the entlty, with no undue financial barriers to participation or unreasonable restrictions on
participation based on technical or other such requirements. Entitias and individuals would nee
to be able to participate by exprassing a position and its basls, having that position considered,
and appealing if adversely affected. Further, the decision making process would need to reflect
balance of interests and should not be dominated by any single interest catagory. If the new
corporation behaves this way, it should be lass vulnerable to antitrust challenges.

10, The NSI Agreement.
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Comments: Many commenters expressad congern about continued administration of key gTL

by NSI. They argued that this would give N8I an unfair advaniage in the marketplace and allow
NSI to leverage economies of scale across their gTLD operations. Some commenters also bedi

the Grean Paper approach would have entranched and institutionalized NSP's dominant markst
position aver tha key domain name going forward. Fusther, many commenters expressed doub
that a level playing field betwsen NSI| and the new regisiry market entrants could emergs if NS

ratained control over .com, .net, and .org.

Response: The cooperative agreement betwesn NSI and the U.S, Government is currently in |
ramp down period. The U.S. Govemnment and NSI will shertly commence discussions about th
terms and conditions govaming the ramp-down of the cooperative agreement. Through these
discussions, the U.S. Govemmaent expects NSI to agree to take specific actons, including
commitments as to pricing and equal access, dasigned to permit the development of competiti
in domain name registration and to approximate what would be expected in the presence of
marketplace compstition. The U.S. Government expects NS {o agree to act in a manner
congistent with this palicy statement, inciuding recognizing the role of the new corporation to
establish and implement DNS policy and to establish terms {including licensing terms) applicab
to new and axisting gTLD registries under which registrias, registrars and gTLDs are permitted
operate, Further, the U.S. Govemmant expects NS| to agree to make available on an ongoing
basis appropriate databases, software, documentation thereof, technical expertise, and other
intellectual property for DNS management and shared registration of domain names.

11. A Global Perspective

Coemmeants: A number of commenters expressed concem that the Green Paper did not go far
enough in glohalizing the administration of the domain name system. Some believed that
international organizations should have a role in administering the DNS. Others complained th
incorpotating the new corporation in the United States would entrench contral over the Intemet
with the U.S. Qovemmeant, Stil others belisved that the awarding by the U.S. Governmant of u
five new gTLDs would enforce the existing dominance of L1.S. entities over the gTLD system.

Response: The U.S. Govemnment belisves that the Intemet is a global medium and that its
technical managemeant should fully refiect the global diversity of Inlermet users. Wa recognize t
need for and fully support mechanisms that would ensure intsmational input into the managem
of the domain name system. In withdrawing the U.5. Government from DNS management and
promoting the establishment of a new, non-governmental entity to manage Internat names and
addrasses, a key LS. Government objective has been to ensure that the increasingly global
Internet wser community has a voice in decisions affecting the Internet’s technical managemean

We belisve this process has reflected our cormitment. Many of the comments on the Green
Paper were filed by foreign entities, including governments. Our dialogus hag been open to all
Internet users - foraign and domestic, government and private - during this process, and we wil
continue to consult with the intemational community as wa begin to implement the transition pl

outlined in this paper.
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12. The Intellactual Infrastructure Fund.

In 1995, NSF authorized NSI to assess domain name registrants a 350 fee per year for the firs
two years, 30 percent of which was to be deposited In the Intellectual Infrastructure Fund (lIF),
fund to be used for the preservation and enhancement of the intsllactual infrastructure of the

intamet.

Comments: Very few commeants referenced the IIF. In general, the comments received on the
issue supported either refunding the |IF portion of the domain name registration fee to domain
registrants from whomn it had bean collected or applying the funds toward Intermet infrastructure
development projects generally, including funding the establishment of the new corporation.

Response: As proposed in the Gresn Paper, allacation of a portion of domain name registratio
fees to this fund tevminated as of March 31, 1898, NSI has reduced its registration fees
accordingly. Tha IIF remains the subject of litigation. The U.S. Govemment takes the position t

its collaction has recantly been ratified by the U.S. Congress,(*9)

and has moved to dismiss the claim that it was unlawfully collected. This matter has not been
finally resolved, however,

13. The .us Domalin.

At present, the IANA administers .us as a locality-based hierarchy in which second-level domal

space Is allocated to states and U.S. teritories.22) This name space is further subdivided into
locatities. General registration under localittes is performed on an exclusive basis by private fir
that have requested dselagation from IANA. The .us name space has typically been used by
branches of state and local govamments, although some commercial names have been assign
Whare registration for a locality has not been delegated, the IANA itself serves as the registrar.

Commants: Many commenters suggested that the pressurs for unique identifiers in the .com
aTLD could be relisved if commercial use of the .us space was sncouraged. Commercial users
and trademark holders, however, find the current locality-based system too cumbersome and
complicated for commercial uge. They callad for expanded use of the _us TLD to alleviate som
the pressure for new generic TLDs and reduce conflicts between American companies and oth
vying for the same domain name. Most commenters support an avolution of the .us domain
designed fo make this narme space mors atiractive to commercial users.

Response: Clearly, there is much opportunity for enhancing the .us domain space, and .us co
be expanded in many ways without displacing the current structure, Ovar the naxt few months,
the U.S. Government will wark with the private sector and state and local governments to
determine how best to make the .us domain more attractive to commarcial users. Accordingly,
Department of Commerca will ssek public input on this important issue.
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ADMINISTRATIVE LAW REQUIREMENTS:

On Fabruary 20, 18988, NTIA published for public comment a proposed rule regarding the dom
name reglstration systemn. That proposed rule sought comment on subsiantive regulatory
provigions, including but not limited to a variety of specific requirements for the membership of
new corporation, the creation during a transition period of a specified number of new generic to
lavel domains and minimum dispute resolution and othér procedures related to trademarks. Ag
discussed elsewhera in this document, in response to public commant thase aspacts of the
original proposal have been eliminated. Inlight of the public comment and the changes 1o the
proposal made as a result, as well as the continued rapid technological development of the
Intamet, the Departrent of Commerce has determined that it should issue a general statemen
policy, rather than define or impose a substantive ragulatory regime for the domain name syste
As such, this policy staternent |s not a substantive nie, doss not contain mandatory provisions
dnd dosas not itself have the force and effact of law.

The Assiztant Genaral Counsel for Legislation and Regulation, Depatment of Commerce,
certified to tha Chief Counset for Advocacy, Small Business Administration, that, for purposes
the Reguiatory Flexibility Act, 5 U.S.C. §§ 601 at seq., the proposed rula on this matter, if
adopled, would not have a significant aconomic impact on a substantial number of smail entitie
The factual basis for this cartification was published along with the proposed rule. No comment
wers received regarnding this certification. As such, and becauss this final rule Is a general
statemant of policy, no final regulatory flexibility analysks has been prepared.

This general statenent of policy does not contain any repoiting or record keaeping requirement
subject to the Paperwork Reduction Act, 44 U.S.C. ch. 35 (PRA), However, at the time the .5
Govemment might seek to enter into agreements as described In this policy statement, a
determination will be made as to whether any reporting or record keeping requiremants subject
tha PRA are being implemanted. If so, the NTIA will, at that time, seek approval under the PRA

such requiremant(s) fram the Office of Management and Budget

This statement has been determined to be not significant for purposes of Office of Managemen
and Budget raview under Executive Order 12866, entiled Regulatory Pianning and Review.

REVISED POLICY STATEMENT:

This docurnent provides the U.S, Government's pollcy regarding the privatization of the domain
name system in @ manner that allows for the development of robust competition and that
facilitatas global parlicipation In the management of intemet names and addresses.

The policy that follows does not propose a monalithic structure for Interet govemanca. We do
that the Intemet should be govemed by one plan or one body or even by a series of plans and
bodies. Rather, we seek a stable process to address the narrow issues of management and

administration of Internet names and numbers on an ongoing basis.
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As sat out below, the U.S. Government is prepared to recognize, by entering into agreement w
and to sesk International support for, a new, not-for-profit corporation farmed by private sector
Intermet stakeholders to administer policy for the Internet name and address system. Under su
agreemant{s) or understanding(s), the new corporation would undertake various responsibilitie
for tha adminlstration of the domain name system now performed by or on bahalf of the U.5.
Government or by third parties under arrangements or agresments with the U.S. Govemment.
Tha U.8. Government would alsa ensure that the new corporation has appropriate access 1o
naaded databases and softwara developsed under those agreamsnts.

Ths Coordinated Functions

Managerent of number addresses is best done on a coordinated basis. Internet numbars are
unique, and at least currentty, a limited resource. As technology evolves, changes may be nee
in the number atlocation system. These changes should also ba coordinated.

Similarly, coordination of the root server network is necessary if the whole system is to work

amaothly, While day-to-day operational tasks, such as the actual opsration and maintenance o
the Internet root servers, can be dispersed, overall policy guidance and contrgl of the TL.Ds an
tha Intemet root server system should be vested in a single organization that is representative

Internet users around tha globe.

Further, changes made in the administration or the number of gTLDs contained in the
autharitative root system will have considarable impact on Internet users throughout the world.
order to promote continulty and reasonable predictabillty in functions relatad to the root zone, t
dsvalopment of policies for the addition, allocation, and management of gTLDe and the
astablishment of domain name registies and domain narme registrars to host gTLDs shouid be

coardinated.

Finally, coordinated maintenance and dissemination of the protacal parametars for Intemet
addressing will bast preserve the stabliity and interconnectivity of the intemet. We are not,
however, proposing to expand the functional responsibiltties of the new corperation bayond tho
exercised by IANA currently,

In order to facilitata the needed coordination, Intemet stakeholdars are invited to work together
form a new, private, not-for-profit corporation to manage DNS functions. Tha following discussi
reflacts currant U.S. Government views of the characteristics of an appropriate management

aentity. What icllows is deslgned io describe the characteristics of an appropriate entity generall

Principles for a New System. in making a decigion o entsr inte an agreement to establish a

process to transfer curent U.S. government management of DNS fo such a new entity, the U,
will be guidad by, and consider the proposed entity's commitmant to, the following principles:
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1. Stability

The U.S. Government should enx its role In the Internet number and name address syste
in @ manner that ensures the stability of the Intemet. The irtroduction of a new managem
system should not disrupt current operations or create competing root systems. During th
transition and thereafter, tha stability of the intemet showdd be the first priority of any DNS
management system. Security and reliability of the DNS are important aspects of stability
and as a new DNS management system is introduced, a comprehensive sacurity strateg

should be develaped.
2. Compefition,

The Internet succeeds in great measure because it is a decantraiized system that
encourages innovation and maximizes individual freedom. Where possible, market
machanisms that support compeadition and consumer choica should drive the manageme
of the Intermet bacause they will lower costs, promote innovation, ancourage divergity, an
snhance user choice and satisfaction.

3, Private, Bottom-Up Coordination.

Certain management functions require coordinatlon. In these cases, responsible, private-
sector actlon is preferabla to government control. A privata coordinating process is likely

be more flaxible than government and to move rapidly enough to meet the changing nee

of the Internat and of Intemet users. The private process should, as far as possible, refle

the bottom-up govemance that has charactarized developrnent of the Irternet o date.

4. Reprasentation.

The new corporation should operate as a private entity for the benefit of the Internat
community as a whole. The development of sound, fair, and widely accepted policies for
managernent of DNS will depend on input from the broad and growing community of Inte
users. Management structures should reflact the funciional and geographic diversity of th
Internat and its users. Mechanisms should be establizhad to ensure international

partlcipation in decision making.

Purpose. The new corparation ulimately should have the authority to manage and perdform a
spacific set of functions related to coordination of the domain name system, including the auth

necessary to:

1) set policy for and direct allocation of IP number blocks to regional Internet number
registries;
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2) oversee operation of the authoritative Intemet root server systen,

3) ovarsee palicy for determining the circumstances under which new TLDs are added to
root system; and

4) coordinate the assignment of other Internet techinical paramsters as needed to maintal
universal connectivity on the Intemnet.

Funding. Once established, the new corporation could be funded by domain name registrios,
regional IP registries, or other entities identified by the Boand.

Staff. We anticipats that the naw corporation would want to make arrangements with current
IANA staff fo provide continuity and expertise over the course of transition. The new corporatio
ghoulkd secum necessary axpertise to bring rigorous management to the organization.

Incorporation. We anticipate that the new corporation's organizers will include representatives
regional intemet number registries, Intenet engineers and computer scientists, domain narme
registries, domain name registrars, commercial and noncommerclal users, Intemst sarvice
providers, intemational trademark holders and Internet experts highly raspactsd throughout the
intamational Internat community. These incorporators should indude substantial representatio
from around thea world.,

As these functiona are now performed in the United Statas, by U.S. residants, and 1o ensure

stability, the naw corporation should be headquartared in the United States, and incorporated {
tha U.S. as a not-for-profit corporation. It should, however, have & board of directors from arou
the world. Mareover, incorporation in tha United States is not intended to supplant or displace t

laws of other countries where applicable.

Structura. The Intemet communlty is atready global and divarse and likely to become more so
over time. The organization and its board should derive legitimacy from the participation of key
stakeholdars. Since the organization will be concamed mainly with numbers, names and
pratocols, Its board should represent membership organizations in each of thesa areas, as well
the direct interests of Intermet users.

The Board of Directors for the new corporation should be balanced to equitably represent the

interests of IP number registries, domaln name registries, domain name registrars, the technic
cornenunity, Intemet service providers (JSPs), and Internet users {commaercial, not-for-profit, an
individuals} from around the world, Since thase constituencies are Intemational, we would exp

the board of diractors to be broadly reprasentative of the global Intermet cormunity.

As outlined in appropriate organizational documents, (Charter, Bylaws, eic.} the new corporatio
should;
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1) appoint, an an intesim basis, an initial Board of Directors (an interim Board) consisting
individuals represanting the functional and geographic diversity of the Intemet commanity
The Interim Board would likely nesd access to legal counsel with expartise in corporate |

compefition law, intellectual property law, and emerging Internet law, The Interim Board
could serve for a fixed period, until the Beard of Directors is elacted and installed, and we

anticipate that members of the interim Board would not themselves serve on the Boand o
Directors of the new corporation for a fixed period thereatfter.

2} direct the Interim Board to establish a system for slacting a Board of Directors for the n
corporation that insures that the new corporations Boand of Directors reflects the
geographical and functlonal diversity of the Intemet, and is sufficiently flexible to permit
gvalution to reflect changes in the constituency of Intemet stakeholders. Nominations fo t
Board of Directors should preserve, as much as possible, the tradition of bottom-up
govemance of the Intemet, and Board Members should be elected from membership or
other associations open to all or through other mechanisms that ensure broad
represantation and participation in the election process.

3) direct the Interim Board to develop policies for the addition of TLDs, and establish the
qualifications for domain name registries and domain name registrars within the system.

4) restrict official govemment representation on the Board of Dirgetors without precluding
govemmernts and intergovernmental organizations from particlpating as Intemet users or

a non-voting advisory capacity.

Govarnance. The organizing decuments {Chartar, Bylaws, atc.} should provide that the new
corporation is governed on the basis of a sound and tranaparent decision-making process, whi
protects against capture by a seifnterasted faction, and which provides for robust, professiona
management of the new corporation. The new corporation could rely on separats, diversa, and
robust name and number councils responsible for developing, reviewing, and recommending f
the board's appraval policy related to matters within each council's competence. Such counclls
developed, should also ahide by rules and decision-making processes that are sound,
transparent, protect against capture by a self-interested party and provide an open process for
presentation of pefitions for consideration. The elected Board of Directors, however, should ha
final autharity to approve or reject policles recommended by the councils.

Operations. The new corporation’s processes should be fair, open and pro-competitive,
protacting against capture by a namow group of stakeholders. Typically this means that decisio
making processes should be sound and transparent; the basis for corporate decisions should b
recorded and made publicly available. Super-majority or even consensus requirements may be
useful 1o protect against capture by a self-interasted faction. The new corporation does not nee
any special grant of immunity from the antitrust laws g0 long as its policies and practices are
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reasonabty based oft, and no broader than necessary to promote the legitimate coordinating
objectivas of the new corporation. Finally, the commarcial importance of the Intemet necessitat
that tha opetation of the DNS system, and the oparation of the authoritative root sarver system
shoukd be secure, stabla, and robust,

The new corporation's charter should provide a mechanism whereby its governing body will
evolve 1o reflect changas n the constituancy of Intemet stakeholders. The new corporation cou
for example, establish an open process for the prasantation of petitions to expand board

reprasentation.

Trademark Issuas. Trademark holders and domain name registrants and others should have
access fo searchable databases of registered domain namesz that provide informaticn necessa
to contact a domakn name registrant when z conflict arises between a trademark holder and &

domaln name halder 21} To this and, we anticipate that the policies established by the new
corporatian waukd provide that following information would be included in all ragistry databases
and available to anyone with access o the Internst;

- up-to-date registration and contact information;

- up-to—date and historical chain of registration information for the domain name;
- a mail adkdress for service of process;

- the date of domain name registration;

- the date that any objection to the registration of the domaln nama is filed; and

- any other Information determined by the new corporation to be reasonably necessary to
resolve disputes betwaean domain nama registrants and trademark holders expeditiously.

Further, the U.S. Govemment recommends that tha new corporation adopt policies whevreby:

1) Domain reglstrants pay registration faes at the time of registration or renewal and agre
to submit infringing domain names to the authority of a court of law in the jurisdiction in
which the registry, registry databass, registrar, or the "A” root servers are located.
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2) Domain nama registrants would agree, at the time of registration or renawal, that in ca
involving cyberpiracy or ¢ybersquatting (as opposed to confiicts between legitimate
competing rights holders), they would submit to and be bound by altemative dispute
resolution systems identified by the new corporation for the purpose of resolving those
conflicts. Registries and Registrars shoukd be required to abide by decisions of the ADR

system.

3) Domain name ragistrants would agrese, at the time of registration or renewal, to abide
processes adopted by the new corporation that axcluda, either pro-actively or retroactivel
certain famous trademarks from heing usad as domain namas {in one or more TLDs) exc
by the dasignated frademark holder.

4) Nothing in the demain name registration agreement or in the operation of the new
eorporation shaulkd limit the rights that can be asserted by a domain name registrant or
tradeamark owner under national laws.

THE TRANSITION

Based on the processes described above, the U.5, Govemment believes that certain actions
should be taken to accomplish the objectives set forth above, Some of thess ateps must be tak
by the government itself, while others will need to be taken by the private sactor. For example,
new not-for-profit organization must be established by the private sector and its Interim Board
chosen. Agreement must be reached between the U.S. Govemment and the new corporation
relating to transfer of the functions currently parformed by IANA. NS1 and the LS. Govemmant
rmust reach sgreement on the terms and conditions of NSI's evalution Into one compatitor amo
many in the registrar and registry marketplaces. A process must be laid out for making the
management of the root servar system more robust and secure. A relationship between the L.
Govamment and the nsw corporation must be developed to transition DNS management to the

private sector and 1o transfer management functions.

During tha ransition the U).S. Government expects to:

1) ramp down the cooperative agreement with NSI with the objective of introducing
competition into the domain name space. Under the ramp down agreement NS will agre
(a) take specific actions, including commitments as to pricing and equal access, designe
permit the development of competition in domain name reglstration and to approximate w
would be axpected in the presence of markatplace competition, (b) recognize the role of t
new carporation to establish and implement DNS policy and to establish terms {including
licensing tarms) applicable to new and axisting gTLDs and registries under which registri
registrars and gTLDs are permitted {o operate, (C) make availabla on an ongolng basis
appropriate databases, software, documentation thereof, technical axpertise, and othar
intellectual property for DNS management and shared registration of domain names;

2) enter into agresmant with the new corporation under which it agsumes responsibility fo
managament of the domain hame spaca;
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3) ask WIPO to convene an Intemational process including individuals from the private
sactor and government to develop a set of recommendations for trademark/domain name
dispute resolutions and other issues to be preserited to the Interim Board for Its
consideration as soon as possible;

4) consult with the international community, including other interested governments as it
makes declsions on the transfer; and

5) undertake, in cooparation with IANA, NSI, the IAB, and other relevant organizations fro
the public and private sector, a raviaw of the root server system to racommend means to
increase the security and professional management of tha system. The recommendation
the study should be implemented as part of the transition procass; and the new corporati
should develop a comprehensive security strategy for DNS managemant and aperations.

ENDNOTES

1. Avalighle at <htp:/fiwww Scomimence.gove,
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19, 1989 Supplemental Appropriaiions and Rascissions Act; Pub. L. 105-174; 112 Stpt. 5B,

20. Management principles for thw .ue domein spaca are set forth i Internat RFC 1480, <hitp:/feaw.isi.edufin-
ritasfricd 480.ixt>,
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