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and Tech-C data could not be based on consent as no “verification of actual authoriza-
tion” could take place and the requirements for a general justification were not met as 
there would be “no necessity to collection personal data”:  

"Insofar as the Applicant with its original (main) application demands sub-
stantively a continuation of the Defendant's previous practice, according to 
which it enabled the registrant to refer to third parties as Tech-C and Admin-
C by providing a corresponding input option, this proves impermissible under 
data protection law. Because verification of consent of third parties indi-
cated under the categories Tech-C and Admin-C - different from the regis-
trant's personal data - and verification of actual authorization for the col-
lection of their data did not take place and could technically not have taken 
place within the framework of the registration process described. Thus, in 
terms of data protection law this practice had to be measured against the 
general justifications for storing and processing data. However, the Cham-
ber does still not see the necessity to collect personal data for the additional 
categories Tech-C and Admin-C. …. If an input was (and would continue to 
be) purely optional in this respect, the Applicant may also not claim any "ne-
cessity" for the purposes brought forward by it." (Emphasis added) (Court 
Order of 16 July 2018, p. 2/3.)  

The Court's reasoning is flawed. The GDPR neither requires a “verification of consent” 
from every entity relying on consent with respect to its processing activities, nor does the 
GDPR foresee an absolute imperative under which the “necessity” criterion is applied. 
Rather “necessity” needs to be determined in relation to the respective purpose of the 
processing, which can be freely determined by the controller (see Auernhammer, 
DSGVO, Art. 5 Rn. 17). Accordingly, the Regional Court cannot cite any legal basis in 
the GDPR from which it derives this criterion or on which it bases its explanations on 
the allegedly missing “necessity” of data collection in the present case. 

1. The GDPR does not require a “verification of consent”

The requirement of a "verification of consent" has no basis in the GDPR or any relevant
precedents.

Art. 7 GDPR sets out the “conditions for consent”. Art. 7 (1) GDPR stipulates:

“Where processing is based on consent, the controller shall be able to demon-
strate that the data subject has consented to processing of his or her personal 
data.” 

However, Art. 7 (1) GDPR is merely a burden of proof rule (see Ehmann/Selmayr, 
DSGVO, Art. 7 Rn. 19; Gola, DS-GVO, Art. 7 Rn. 60; BeckOK DatenschutzR/Stemmer 
DS-GVO Art. 7 Rn. 86). However, Art. 7 (1) GDPR is not a condition for validity of 
the consent (see Gola, DS-GVO, Art. 7 Rn. 61.).  
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